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WHITE PAPER
MIGRATING FROM SNMPC TO LOGICVEIN'S THIRDEYE 

This whitepaper discusses the benefits of
migrating from SNMPc to LogicVein's ThirdEye
and the ease of using LogicVein’s ThirdEye
SNMPc Migration Tool to automate your
migration. 

THE SNMPC MIGRATION TOOL

LogicVein's SNMPc Migration Tool
simplifies migrating from SNMPc to
ThirdEye. With a few clicks, the tool
automatically recreates device
information, traps, sets alerts and
performs other tasks associated with
migrating off SNMPc to another NMS
product

NEVER A BETTER TIME TO MIGRATE

By migrating to ThirdEye, organizations
can confidently manage their networks
with a modern, secure, and user-
friendly solution. With ThirdEye’s
SNMPc Migration Tool, it has never
been easier to do. 
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Executive Summary
This whitepaper discusses the benefits of migrating from SNMPc to LogicVein's
ThirdEye and the ease of using the SNMPc Migration Tool. 

Castle Rock Computing's SNMPc Network Manager was once a pioneering solution for
SNMP management and one of the most recognized systems in the industry. However,
with Castle Rock stopping the sale of its NMS product SNMPc, thousands of companies
still use outdated software and must migrate to a new solution. LogicVein has
developed a new Network Management System (NMS) product called ThirdEye and an
SNMPc Migration Tool, making the transition seamless.

The SNMPc Migration Tool
LogicVein's SNMPc Migration Tool simplifies

migrating from SNMPc to ThirdEye. With a few

clicks, the tool automatically recreates device

information, traps, sets alerts and performs

other tasks associated with migrating off

SNMPc to another NMS product. 

This process saves network technicians many

hours of manual work, making the transition

more efficient and less time-consuming.

A Superior Network
Management Solution

Are you still using SNMPc for network

management? It's time to consider

migrating to LogicVein's ThirdEye, a

more advanced and user-friendly

solution that offers improved

monitoring, reporting, and incident

management capabilities.

The Alternative

Without LogicVein's SNMPc Migration Tool,

a network professional would need to

invest several hours in manually migrating

data and settings from SNMPc to ThirdEye.

This process would be time-consuming

and may introduce the possibility of

human error. The industry average is 1%, so

set aside additional time to find and fix any

new issues migrating manually will likely

create.

Easy as 1-2-3

Click the Migration Tool Select the SNMPc

Network Manager file

1.

Select ThirdEye Import Tool.exe and its IP

Address. 

2.

ThirdEye automatically recreates your

network in a few minutes.

3.



1. Export SNMPc configurations: The network professional would need to export the existing

SNMPc configurations, which may involve navigating the software's interface and exporting

the data in a compatible format.

2. Import configurations into the new NMS: The professional must import the exported

configurations into the new NMS. This process might involve manual data entry or a script to

automate the process, depending on the compatibility between SNMPc and the new NMS.

3. Recreate device information: The network professional would need to manually recreate

device information, such as device types, IP addresses, and other relevant details, in the new

NMS.

4. Set up traps and alerts: The professional would need to set up traps and alerts in the new

NMS, which may involve configuring rules and conditions for various network events.

5. Customize the interface: The network professional must customize the new NMS interface

to match the existing SNMPc setup, which may involve adjusting settings, layouts, and other

preferences.

6. Test the migration: After completing the migration, the network professional would need to

test the new setup to ensure that all data and settings have been accurately transferred and

the system is functioning as expected.

Migrating Manually: Tedious, Time-Consuming, & Error-Prone

Without LogicVein's SNMPc Migration Tool, a network professional must manually perform
the tasks that the tool automates. This process would likely involve several hours of work,
as the professional would need to:

Manual Migration Results

Without LogicVein's SNMPc Migration Tool, a network professional would need to invest several

hours in manually migrating data and settings from SNMPc to ThirdEye. This process would be

time-consuming and may introduce the possibility of human error. The industry average is 1%,

so set aside additional time to find and fix any new issues migrating manually will likely create.



Save snmpc-import.zip in the PC where SNMPc was

installed.

1.

Right-click the snmpc-import.zip and extract files. Ask

support@logicvein.com to get the latest tool.

2.

Copy all extracted files and paste them to the SNMPc

where it has been installed in the directory. The default

installed directory is C: \Program Files(x86)\SNMPc

Network Manager. The below example uses D:\Program

Files\SNMPc Network Manager.

3.

Execute command prompt as Administrator.4.

Change the directory to SNMPc installed.5.

Run command. 3eye-snmpc-import-exe. <3eye-host>

<3eye-user><3eye-password>

6.

After migration is completed. this information will be

shown in ThirdEye immediately.

7.

OVERVIEW OF SNMPC MIGRATION TOOL OPERATION

MIGRATE FROM SNMPC TO LOGICVEIN'S THIRDEYE:
A SUPERIOR NETWORK MANAGEMENT SOLUTION

It's time to consider migrating to LogicVein's ThirdEye, a

more advanced and user-friendly solution that offers

improved monitoring, reporting, and incident management

capabilities.  With the addition of the new SNMPc Migration

Tool, the time has never been better to move off of SNMPc

and onto ThirdEye

Automated Migration Results

All Done! Your data is imported and running on Third Eye!

mailto:support@logicvein.com


Detailed  Instructions 

Prerequisites

 * Establish a ThirdEye environment where it can be logged in.

 * This tool migrates the information by using HTTPS communication;

     please allow HTTPS communication if there is a firewall between SNMPc and ThirdEye.

How to migrate SNMPc

 1. Save snmpc-import.zip in the PC where SNMPc was installed.

 2. Right-click the snmpc-import.zip and extract files. Ask support@logicvein.com to get the latest

tool.

 3. Copy all extracted files and paste them to the SNMPc where it has been installed in the directory.

The default installed directory is C:\Program Files(x86)\SNMPc Network Manager. The below

example uses D:\Program Files\SNMPc Network Manager.



4. Execute command prompt as Administrator.

5. Change the directory to SNMPc installed.

6. Run command.

    3eye-snmpc-import-exe. <3eye-host> <3eye-user> <3eye-password>
    3eye-host : Enter ThirdEye host or ip address (i.e. 192.168.30.1)
    3eye-user : Enter ThirdEye login user name (i.e. admin)
    3eye-password : Enter ThirdEye login password (i.e. password)
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In Summary

LogicVein's SNMPc Migration Tool makes the transition easy and efficient, saving network

technicians valuable time and effort. By migrating to ThirdEye, organizations can confidently

manage their networks with a modern, secure, and user-friendly solution. With ThirdEye’s

SNMPc Migration Tool, it has never been easier to migrate off SNMPc.  Contact Logicvein

today for a free trial.

This seamless transition saves network technicians valuable time and effort, making the

move to ThirdEye more efficient and less time-consuming. Keep your organization from

falling behind in network management. Migrate from SNMPc to LogicVein's ThirdEye today

and experience a more advanced, user-friendly, and compatible network management

solution.

7. After the migration is completed, device information, traps, alerts, and
other associated data are up and running in ThirdEye.
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